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Claris FileMaker Server 21.1.5 Release Notes 
June 2025 

This software updates FileMaker Server 2024 to version 2024 (21.1.5), adds new features and 

enhancements, and addresses issues.  

FileMaker Server 21.1.5 is available as a full installer, which can also upgrade or update an existing 

installation. 

Download the installer from your Electronic Software Download (ESD) page. Or contact our Sales team 

at: sales@winsoft-international.com  

Addressed issues 

Security 

• To enhance security, the following third-party libraries have been updated to the indicated 

versions: 

• Apache Tomcat 10.1.39 

• Node.js 22.14.0 

• libcurl 8.13.0 

• OpenSSL 3.3.3 

• Windows: When installing an update to an existing FileMaker Server installation, existing 

custom HTTP headers you may have configured for the web server were removed. 

• Administrator roles were able to perform actions and access information about the server 

beyond what was allowed by their assigned privileges. 

 

Layouts 

• During certain client operations in a hosted file, layouts lost their assigned themes and 

appeared corrupted because the layout theme catalog was inadvertently cleared. 

 

APIs, technologies, or features to be deprecated 

As FileMaker Server evolves, the list of supported technologies, APIs, and features will change. As part of 

this evolution, certain operating systems versions, hardware, and features may be deprecated in favor of 

newer ones. Although deprecation does not mean the immediate deletion of an item, you should migrate 

your solution away from deprecated technologies, because these technologies may be removed in a 

future version of the product. 

For the latest information about deprecated APIs, technologies, and features, search the Knowledge Base. 
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